
Daftar Pustaka 
 
[1] K. Zeb, O. Baig, and M. K. Asif, “DDoS attacks and countermeasures in cyberspace,” 2015 2nd World 

Symp. Web Appl. Networking, WSWAN 2015, 2015. 
[2] M. Geva, “Ensuring QoS During Bandwidth DDoS Attacks,” Bar-Ilan University, 2013. 
[3] C. Patrikakis, M. Masikos, and O. Zouraraki, “Distributed Denial of Service Attacks,” Internet Protoc. 

J., vol. 7, no. 4, pp. 13–36, 2004. 
[4] M. Alvarez et al., “IBM X-Force Threat Intelligence Index 2017 The Year of the Mega Breach,” no. 

March, pp. 1–30, 2017. 
[5] Cisco, “Cisco 2017 Annual Cyber Security Report,” WD info, p. 2004, 2003. 
[6] J. D. Sutter, “Twitter hit by denial-of-service attack,” 2009. [Online]. Available: 

http://edition.cnn.com/2009/TECH/08/06/twitter.attack/index.html. 
[7] S. Mishra and R. K. Pateriya, “A Comparative Study on Capability v/s. Filtering based Defense 

Mechanisms,” Int. J. Comput. Appl., vol. 93, no. 11, pp. 29–35, 2014. 
[8] J. Mirkovic and P. Reiher, “A taxonomy of DDoS attack and DDoS defense mechanisms,” ACM 

SIGCOMM Comput. Commun. Rev., vol. 34, no. 2, p. 39, 2004. 
[9] X. Liu, X. Yang, and Y. Lu, “StopIt: Mitigating DoS Flooding Attacks from Multi-Million Botnets,” 

Irvine, 2008. 
[10] W. Kumari and D. McPherson, “Remote Triggered Black Hole Filtering with Unicast Reverse Path 

Forwarding,” IETF, pp. 1–15, 2009. 
[11] G. Carneiro, H. Fontes, and M. Ricardo, “Fast prototyping of network protocols through ns-3 simulation 

model reuse,” Simul. Model. Pract. Theory, vol. 19, no. 9, pp. 2063–2075, Oct. 2011. 
[12] A. Sanmorino and S. Yazid, “DDoS Attack detection method and mitigation using pattern of the flow,” 

2013 Int. Conf. Inf. Commun. Technol., pp. 12–16, 2013. 
[13] “Performance Reporting Concepts and Definitions,” in TMF701, 2001. 
[14] H. Lee, M. Kim, J. W. Hong, and G. Lee, “QoS Parameters to Network Performance Metrics Mapping 

for SLA Monitoring,” Pohang, 2002. 
[15] J. T. Daly, L. A. Pritchett-Sheats, and S. E. Michalak, “Applicatin MTTFE vs. platform MTBF: A fresh 

perspective on system reliability and application throughput for computations at scale,” Proc. CCGRID 
2008 - 8th IEEE Int. Symp. Clust. Comput. Grid, pp. 795–800, 2008. 

[16] Kaspersky, “Kaspersky Lab DDoS Intelligence Quarterly Report Q4 2017,” 2017. [Online]. Available: 
https://securelist.com/ddos-attacks-in-q4-2017/83729/. 

[17] PaloAltoNetworks, “DDoS Mitigation,” 2014. 
 


