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ABSTRACT 

The Smart City Solo project is an initiative to enhance city services through the integration of 

information and communication technology. However, this project faces various risks that may 

affect its success, including technological, operational, and social risks. This study aims to analyze 

risk management based on ISO 31000:2018 for the Smart City Solo project managed by PT. Elang 

Strategi Adidaya. The primary focus is to identify risks, analyze the application of ISO 31000:2018 

in risk management, and provide mitigation recommendations to support project success. The 

research employs a qualitative approach with a case study method. Data were collected through 

document analysis, literature review, and indirect observation, then analyzed using the ISO 

31000:2018 framework, which includes risk identification, analysis, and evaluation. The findings 

reveal five main risks: technology integration, data security, community resistance, digital access 

disparity, and slow licensing processes. The application of ISO 31000:2018 proves effective in 

understanding the causes, impacts, and priorities of risks through systematic processes. Mitigation 

recommendations include strategic steps such as technology integration testing, implementing data 

security protocols, public engagement campaigns, digital literacy, and licensing process 

digitalization. Success indicators, such as increased technology adoption and reduced licensing 

time, demonstrate the effectiveness of these mitigation measures. In conclusion, the application of 

ISO 31000:2018 provides a comprehensive framework for managing risks in the Smart City Solo 

project, supporting successful implementation and fostering an inclusive and sustainable city. 
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Definitions in DottedSign


Signing Mode


Self Import and sign the document by yourself.


In-Person Signers are requested to fill in the designated fields on the host's iPad face-to-face. Signers are only required to be with the host, a 
DottedSign account holder, in order to sign documents.


Remote The Sender requests remote signers' signatures. Signers need to log in DottedSign to sign the document, while those who do not 
have DottedSign accounts can conduct signing process via quick signing*.


Guest Signers are only required to be with the host, a DottedSign account holder, to sign the document. Signers will not receive any 
notifications from DottedSign after the document is finished.


Front Desk Available for DottedSign Business and above. Users use templates to create multi-party signing tasks. Signers complete the signing 
fields accordingly via the designated web page.


Public Form Accounts above the pro version can create a Public Form from a template for unspecified signatories to sign. Signers who have the 
link to the Public Form can fill in the requested information and sign the document without logging in.


Explanations of Actions


*Quick Signing Signers who do not have DottedSign accounts have accessed and signed the document requested by the sender.


**Verification of Signer Identity Signers verify their identites before signing the document by receiveing secure one-time passwords from Email or SMS.


***Get Shared Link The Sender agrees to share the signing link and will only share it to the assigned signers.


****Identity certified by Chunghwa Telecom 
(CHT) A+ Sign


In order to authenticate the signer’s identity, the signer shall use the Citizen Digital Certificate or MOEACA ID card to complete the 
identity verification process conducted by CHT A+ Sign, as per the sender’s request, before signing the document.





